# BAB V

# PENUTUP

## 5.1 Kesimpulan

Membuat *tools* pemindai kerentanan *Cross-Site Scripting* (XSS) berbasis *Command-Line Interface* (CLI) merupakan tantangan baru. *Tools* yang dibuat harus bisa melakukan beberapa tahapan seperti pencarian waf, parameter, *bruteforce* *payload* terhadap website, menemukan payload yang berhasil menginjeksi website dan mampu menampilkan data informasi CVE dari kerentanan yang ditemukan. Hasil pengujian pada website menggunakan *tools* xssdebx yang telah dibuat menunjukkan bahwa kerentanan *Cross-Site Scripting* (XSS) dapat ditemukan pada website-website tersebut.

## 5.2 Saran

 Berdasarkan hasil implementasi pembuatan *tools* pemindaian kerentanan *Cross-Site Scripting (XSS)* berbasis *Command-Line Interface (CLI)* ini, maka saran yang perlu diperhatikan untuk pengembangan kedepannya yaitu disarankan untuk melakukan penelitian lebih lanjut terkait fungsionalitas *tools* terhadap website.